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Abstract—This paper evaluates Quality of Service(QoS) of
MPTCP over multi–hop wireless networks for IoT devices by
experiment. The experiment utilizes two multi–hop wireless
experimental networks. Under one network, the signal strength
of radio wave varies. On the other hand, the authors change
both of the signal strength and the number of routers under
the other network. The experimental result shows the followings.
The degradation of the signal strength decreases the throughput.
However, even if a router is inserted between routers to strengthen
the intensity, the throughput of MPTCP cannot be improved. This
reason is that the insert of another router causes the increase of
the delay and the scheduler of a MPTCP module never select the
strengthened path. Thus the authors proposes a new method to
increase the throughput over multi–hop wireless networks.

I. INTRODUCTION

Nowadays owing to both of the spread of mobile terminals
and the improvement of access networks, a wireless LAN
is widely utilized. As a result, many devices, such as home
electrical appliances and stationary, that is IoT(Internet of
Things) devices, can also connected to the Internet over a
wireless LAN. However due to the physical characteristics of
the electromagnetic wave, which is the transmission medium
of wireless LANs, many problems can occur. For example,
the coverage of the wireless LAN may be restricted, or the
wireless communication can become unstable according to the
environment.

In order to solve the above–mentioned problems over a
wireless LAN, we can use a wireless multi-hop communi-
cation. In wireless multi-hop communications, each wireless
devices relays data between neighbor devices. By using the
wireless multi-hop communication, we can extend the cover-
age of a wireless LAN and consider plural routes between
end-to-end devices. The plural routes can make the quality of
service (QoS) high over a wireless LAN. Therefore, the multi–
hop communication is very suitable for the devices such as
home appliances.

On the other hand, we expect the wireless multi-hop
communication to utilize TCP/IP protocol suits since it has
become very popular and can be used at a low cost. How-
ever TCP[1], which is the connection-oriented transport layer
protocol of TCP/IP protocol suits, cannot handle plural routes
simultaneously. Therefore instead of TCP, we should adopt
another transport layer protocol which can treat plural routes.
This paper uses MPTCP (MultiPath TCP) [2] as a transport

layer protocol among next–generation protocols for the fol-
lowing reasons. First, MPTCP can handle plural routes (paths)
simultaneously. Second, MPTCP is compatible with legacy
TCP.

In applying MPTCP to wireless multi-hop communication,
we discuss the following issue. Since MPTCP is one of the
transport layer protocols, MPTCP is not responsible IP routing
and it only select existing routes. Therefore the paths selected
by MPTCP are not always appropriate to MPTCP Expecially
[3] shows that heterogeneous paths decreases QoS of MPTCP.

This paper evaluates QoS of MPTCP communications over
multi–hop wireless networks for IoT devices by experiment.
Moreover, based on the experimental results, we propose a new
method to improve QoS over multi–hop wireless networks.

The paper is organized as follows. Section II and III show
our experiments and their results. In Sect. IV, we propose a
method of improving QoS over multi–hop wireless networks.
Finally we conclude our research in Sect. V.

II. EXPERIMENTS

In this experiment, we consider two kinds of experimental
environments. One is an environment where the radio wave
intensity between devices varies. The other is one under which
both of the number of devices and the radio wave intensity
change. We show an experimental network of the former and
that of the latter in Fig. 1 and Fig. 2, respectively. Both of
the experimental networks consist o three types of devices: a
sender, a receiver, and routers. Every device has two wireless
network interfaces. The routers forward packets between the
sender and the receiver. Since we suppose that devices are
home appliances, IoT devices and so on, we use Raspberry Pi
3[4] as the routers. The sender and the receiver communicate
to each other over two independent paths with MPTCP. In
order to clarify the effect of the radio wave intensity and that
of the number of devices, we fix the two paths shown in Fig.
1 and Fig. 1. We refer to the paths as Path–1 and Path–2. In
this experiment, we use TCP throughput as a QoS parameter
and we measure it by using iPerf[5].

III. RESULTS

Figure 3 and Fig. 4 display the throughput vs. the signal
strength. We also plot the throughput of each path. From Fig.
3, we see that the throughput decreases as the signal strength
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Fig. 1. Experimental environment (2 hops).

Sender Receiver

Router
Router

Router Router

Path-1

Path-2

Router

Fig. 2. Experimental environment (3 hops).

becomes lower. On the other hand, Fig. 4 indicates that the
throughput is not always high when the signal strength is high.
From Fig. 4, we also find that the throughput of Path–1 is very
low. Thus when we analyzed the recored traffic over Path–1,
we found that Path–1 was utilized little by the sender. The
reason why the scheduler of MPTCP did not select Path–1
although Path–1 had been available is that the delay over Path–
1 increased by the increment of the number of hops. Based
on the above–mentioned issues, we can see that we cannot
increase the throughput of a multi–hop wireless network even
if we reinforce the signal strength by adding a router on the
way.
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Fig. 3. Throughput vs. signal strength over network in Fig. 1.

IV. PROPOSAL

From the results of the previous section, we would like to
propose a new method of increasing the throughput of MPTCP
over a multi–hop wireless network. In the method, a router
adds delay according to the received signal strength to reduce
the difference of the delay between paths. When we applied our
method to the network of the previous section, we confirmed
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Fig. 4. Throughput vs. signal strength over network in Fig. 2.

that our method could able to increase the throughput between
the sender and the receiver.

V. CONCLUSIONS

This paper studied QoS of MPTCP over multi–hop wireless
networks for IoT devices by experiment. The experimental
results show the following issues. First, the degradation of the
signal strength decreases the throughput. Second, even if a
router is inserted between routers to strengthen the intensity,
the throughput of MPTCP cannot be improved. Based on the
analysis of the results, we propose a new method of improving
the throughput over multi–hop wireless networks.

We would like to show some issues as our future work.
First, we will evaluate our proposed method in detail. Second,
it is necessary to use the other QoS parameters for evaluation.
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